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ETSI NFV ISG was The first whitepaper  The second whitepaper In 2014, 25 PoC,
founded in 2012 with was published in and 5 specs were 10+ Specs and the
Intel, AT&T, DT, BT, Oct 2012 published in Oct 2013 third whitepaper
etc. O O O R were published by
ETSIISG NFV. 3GPP
SAS started NFV
O+ O- study item.
In 2017, HPE and many In 2016, ISG Chair was re- ETSI NFV ISG shifted to the Phase 2 from
players reduced resource in elected, NFV commercial 2015, developing mandatory specs to
ETSI NFV ISG, DT initiated deployment was expected help commercial deployment between
ZSM ISG. in 2020. NFV-ITI was 2016 and 2018. 9 specs were published.
initiated. A TR was published by 3GPP.

= |n the first whitepaper, the reason and challenges to implement NFV are given.

= The famous architecture was proposed in 2013 to specify different blocks (VIM, VNFM,
Orchestrator, NFVI, VNF, etc.) and interfaces in NFV system. Ideally, carriers want
different providers to provision different blocks, and each block can be replaced easily in
a plug-and-play way.

= |nteroperability was always the TOP issue needs to be resolved.

= ETSINFV ISG published many specs but most of them are optional.

= Time consuming for 3GPP, TMF, ETSI negotiating NFV standards. TILE ASIA, LLC
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Rises, the Open Source
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All players wanted to accelerate NFV technologies since 2012, and they found the
development process is slow via traditional SDOs. Therefore, they introduced open source

to make the progress faster.

Huawei introduced AT&T and LF proposed OPNFV was OPNFV first ARNO
Yunify to ETSIin 2013 open source plan in founded in Sept was available in
May 2014 2014 April 2015.
O O O >
O O- O-

In 2018, ONAP Beijing
was released

In 2017, Open-0 and
ECOMP are combined
to form ONAP

In 2016, MANO open
source projects Open-0O,
OSM were announced

OPNFV removed
scope constraints in
Dec 2015.
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Our Mission

OPNFV facilitates the development and evolution of NFV components across various open source
ecosystems. Through system level integration, deployment and testing, OPNFV creates areference
NFV platform to accelerate the transformation of enterprise and service provider networks.
Participation is open to anyone, whether you are an employee of a member companyor just
passionate about network transformation.

OPNFV defines use cases, integrates & tests what other projects
(OpenStack, Kubernetes, ODL, OVS, fd.io) create!

Requirements o OpensStack Integration
Use cases ] Solution in _ Deploy ( ] Deliver
consensus Test
4-[ OPNFV | =, - 1 OPNFV | .
_ ODL _|
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Model 1 Model 2 Model 3

Most carriers choose model 1 with full stack islands.

Some carriers decouple HW from the SW stack with SW stack islands. HW is normally
purchased with traditional server procurement procedures.

Few carriers, move one step further, decouple the VNFs from the rest of stacks. This
requires a lot of integration work between VNF vendors and the underneath SW stack.
Carriers rarely decouple the full stack, not to mention being Sl by themselves.

This is only about the vertical layers that each VNF vendor brings their own VNFM.

CILFASIA, LLC
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[ S MANO ) | J ) | J ) | J
VNF |\ (Options > 5) ] (Options > 5) [ N — [ )
. API Testing Interoperability VNF Instl.
. \ J L Testing ) . y,
&Ioud 0S (Options>10) N }
\¥ . \\\] ( Functional ) Reliability | leum | ==
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g

‘\\\\\\\‘\\f Costly for
No stable Too many . ) x
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APIs options .
testing

There are many issues when carriers wants to massively deploy the NFV technologies:

No stable API between layers

Too many options for the full stack
Considerable cost for integration and testing
Vendor lock-in on platforms

CILFASIA, LLC
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[ Verification: Setup a ]

Baseline
Increase Reduce integration Avoid Vendor Lock-
Interoperability and testing cost In

* Many interfaces and blocks were
developed in Open Source;

WHY in Open Source? » Test cases are already developed in

Open Source;
e Faster than SDOs;
* Not isolated from standards;

CILFASIA, LLC



Consensus, the OPNFV Verification

Program

The Board and TSC approved the OPNFV Verified Program

OPNFV Verified Program (OVP) has
been launched early this year

OPNFV Verified Program (OVP) verifies that a commercial
VIM/NFVI exposes the same

— keyAPIs,

— behaviors, and

— characteristics

as the OPNFV reference platform

Main objective: Reduce VIM selection and VNF onboarding cost

— Establish industry-accepted technical baseline
— Simplify RFIs and RFPs
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Infrastructure

VERIFIED

2018.01
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Test Result
«  Testscope and coverage O = g
2
Functest 3 q O
Based on tests developed by OPNFV - § = %: = m E3
T APIs + Functions al necks StorPerf
— and upstream communities — - “’
( opnlmr NFVI & VNF NFV| dataplane Load tests NEVI Storage
v‘lﬂ'ﬁﬁ performance Performance staging manager Performance
& nsos LG
k Tempest m?;ack
Compliance Non-functional Testing
c[.-.:;%fy UNF ipieinater
candidates for later releases
pesee utilized by OVP 2018.01
* Releases of OVP Functona Testng
- Release cadence
— 6 months between each type of release
— 3 months shift between releases
release release
OVP 1.0.0 OVP 2.0.0
(2018.01) (2018.07)
February 2018 April 2018 August 2018 October 2018

3 months 3 months 3 months

*  Ways of Participation
— Self testing: Deploy and run Dovetail in private lab
— 3rdparty labs: Utilize services offered by selected labs (underdevelopment)

CILFASIA, LLC
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Main components of OVP

1. Dovetail: automated test and reporting tool leveraging OPNFV and upstream
testtools
2. OVP web portal: upload, display, and review results

o e e e e e S - ~

*~.  Download tar.gz P N

. result file '
" % Upload result file

/((( i
/ : ‘ ,
/ Tester's lab Install oaveﬁ\ / to OVP Portal ! “*OPNEV  OPNFV Verified Program
: Docker X ! 1
: k) : g I A S R i i $% 1 —
1 Test Host \‘ ; s o o S Gt
: y "
: ‘ | -
; ' 1 -
: H ! 4
; ' 1
: : .
. 1
1
1
1
1
\

~
-

' ! Qi OPNFV is offering an OPNFV Verified Program (OVP) that
> 3:0PNFV

Management DMZ N 3 verifies products and services with the "OPNFV Verified"
network \
Firewall - : Server @
PN :
Interface to i OPNFV Verified Program

mark.
SUT public ! % https://verified.opnfv.org/

The OPNFV Verified program demonstrates the readiness and availabilty of
i OPNFV commercial products based on OPNFV. Verified products and services

submitted by vendors and service providers become compliant by

Inte:met \ X ) \ implementing explicitly defined interfaces, behaviors and key features while
Internal data //
path network :'
i Test Tools ;
i Functest Yardstick Bottlenecks
i API test ‘ ‘HA tests ‘
/' \SIA, LLC
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1. Submission of participation form

2. Testing Infrastructure

3. Submission of results

4. Notification of reviewers VERIFIED

5. Community review of testresults 2018.01

6. Grant of use of program marks

CILFASIA, LLC
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¥ OPNFV Verification Pr- x

& C | & == | https://www.opnfv.org/verified
i OmA opnfv dovetail skill google fuel-ci [ ProcessOn [ time zone FStestresultsof t= = @ Zoom [l Add JenkinsSlave - & Online YAML Parser ) dovetail/osinterop. [ * LindaWang | free
PROJECTS

:g ‘DPan About Charter End Users Community Software News Resources Verification Wiki vy f in @ N\ @
,

As OPNFV continues to advance state-of-the-
art in open source NFV, overcoming
interoperability challenges in the NFV

ecosystem has become a top priority. Open T "" &>
source, community-driven initiatives with .0 -
mechanisms for validating and verifying NFV - . .

deployments are now critical to growing the
marketplace for NFV products and services.

The OPNFV Verified Program (OVP) demonstrates the readiness and availability of commercial products based on OPNFV as well as expands the market for
OPNFV-based infrastructure and the applications designed to run that infrastructure. Verified products and services submitted by respective vendors and
service providers become compliant by implementing explicitly defined interfaces, behaviors and key features — while retaining distinct and value-added
innovations across features and capabilities.

We’re pleased to announce that the OVP is officially open! Applicants can self-test or utilize the service of third-party testing organizations. The process can
take a few weeks so we encourage interested parties to learn more and get started today. Please email verified@opnfv.org with any questions.

GET STARTED

Key Benefits of Vendor Participation

= ™
R G )

18:04
2018/4/13 |
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Today’s OVP Test Suite oerovmom

«  Os_interop: &k BHtempestjl|izFH I
£, openstackE 73 TAUETN H osinterop
2016.08ix 5, ;¥ Znetwork, image,
compute, volume, identity

OPNFV Verified 2018.01 ~

|
|
|
|
|
|
|
Mandatory test cases I
|
. |
* OpenStack interop API tests (205tests) : . HA: cinder-api glance-api nova-api
| ) ) )
| neutron-server, haproxy, keystone, cpu
| load, disk load.
|

» Basic layer 2 packet forwarding (2 tests)

|

|

|

|

|

|

|

|

i

. vPing: vping_ssh, vping_userdata |
|

|

|

* OpenStack control service high availability (8 tests) I
|

|

__________________________________________________________________

-+ IPV6: % HtempestAipveiE i A Bl

Optional test cases

* IPv6 tenant networks (25 tests)

* BGPVPNs (4 tests) BGPVPN: 3k BopnfvitXsdnvpnIi B
* Fundamental VIM capabilities (30 tests) |

e VIM capabilities: % Btempestfig]

' scenariojUit I, & Zforwarding
packages, security group, dynamic
network, vm lifesycle and multinode.

o CILEASIA_LLC!
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The Rolling Test Suite for OVP scrovmom

OPNFV Verified 2018.0x

Functest test cases

Tempest compute (smoke)
Tempest identity v2 (smoke)
Tempest identity v3 (smoke)
Tempest image (smoke)
Tempest network(smoke)
Tempest volume(smoke)
Tempest Neutron Trunk ports
Tempest BGPVPN Tempest tests
Security: Patrole RBAC tests
VNF testing vIMS

* VNF testing VEPC

Yardstick test cases

 High-availability of one controller(restart)
High-availability of message queue

High-availability of Neutron L3 agent
High-availability of OpenStack database

__________________________________________________________________________

« smoke: tempest™ BT HR2E N smoke 130X H 451,
FEAH B AP

« Neutron trunk: tempest pluginlli FH#, %Xt
neutron trunkportf3a
« BGPVPN : tempestf F<bgpvpnfpluginill iz F 1

« Patrole: tempest plugin, FlI3A3E Frolef R &
H I

o vIMS: #Ecloudifyfllims, 47 M 514
« VEPC: f¥Hjujuifiz®E —A~vEPC, MifattachiiifE

« HArestart: ipmi& 1% Ashutdown
« HA message queue: SikVH B R\FEEFE

« HA neutron I13: Zkneutron_I3_agent

« HAdatabase: Z#E E k55 HHE

__________________________________________________________________________

| » Stress: BottlenecksH MBI H , AU [F] I L
. 2041 EHLAIAE
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Linux Foundation Networking

- Umbrella project covering 6 networking projects ~ Propose expanding the program in 2018 to
include VNF compliance

Linux Foundation Networking N

N affe OPEN

{ LFN Board

Compliance

Verification
Pt Committee
OPNFV ONA

“-oPnFv T4, Tnso | Ml oE | IS,

\ ODL FD.IO
N / n

= openstack. m

POWERED OCI Certification Program (DRAFT)
% This is a draft process for the OCI Certification Program. The OCI Certifcation Working Group (CertWG) is responsible for
drafting the process around OCI Certification.
&3 openstack

Compatible kubernetes CILFASIA, LLC
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